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Abstract 
Enterprise Information Technology (IT) has become critical in supporting business sustainability 
and growth. The emergence of Web 2.0 and its proliferation in public organizations (Enterprise 
2.0) more specifically has helped in fulfilling key organizational goals. It is shown in this re-
search that Web 2.0 could assist organizations improve their business processes, employee’s 
productivity, communications and information sharing. However, the pervasive use of Web 2.0 
raised the need to govern such amalgamated IT infrastructure and necessitated an investigation 
into Web 2.0 adoption decisions. This entails developing a governing IT (ITG) framework for 
Web 2.0 adoption decision taking into considerations: accountability, implementation factors, 
organizational policies, procedures, guidelines and existing organizational ITG framework. Con-
tributions and implications arising from the framework are addressed as well. 

Keywords: IT Governance, Web 2.0 Governance model, public sector. 

Introduction 
It is concluded by many researchers that the discovery of Web 2.0 is considered the next genera-
tion of inter-personal communication (London, 2007). Web 2.0 supports the interaction and col-
laboration with social media dialogue and user-generated content that include social networking 
sites i.e., wikis, blogs, web applications, folksonomies, mashups, video sharing, instant messag-
ing (IM), and hosted services (Lellinger, 2010; Shuen, 2008). Web 2.0 caused drastic changes to 
online technology and electronic commerce (Jordan-Meier, 2011; Randazza, 2009). Some of the 
widely known types of Web 2.0 used in popular web sites include Blogs, Wikis, Social Network-
ing sites, and File Sharing (Davis, 2009; Sankar et al., 2009). What’s unique about Web 2.0 is 
that all information is available (shareable, social) through simple, ubiquitous and functional web 
sites. Web 2.0 capitalizes on two main features, Web-based information sharing and voice and 
messaging features (Bonnin, 2009). Web-based information sharing is associated with using 
blogs, wikis, social networking and collaborative content portals, and syndicated feeds (Bonnin, 

2009). Wikis for example allow users to 
access multiple information and other 
contents, which they can edit them 
online. Examples include Wikipedia, 
Flickr, and MySpace. Wikis are operat-
ed by 6% of IT based companies and 
used by about 25% of the company em-
ployees (Bonnin, 2009). Voice and mes-
saging allows Web 2.0 connect people 
in various ways that are associated with 
certain specifications such as blending 
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of voice, video which allow people see their communication partners in chat, messages, and 
click-to-call functionality and/or links and includes Voice over IP (VOIP), instant messaging 
(IM), unified communications, and video conferencing (Dwivedi, 2008). Several Web-based ser-
vices and applications are laden in Web 2.0. Web 2.0 services are based on four wide types of 
technologies (Publication, Syndication, Collaboration, and Recombination) (Rudman, 2010). En-
terprise 2.0 (E-2.0) is bringing informality and accessibility (disruptive technologies) in business-
es. It allows internal and external stakeholders to communicate, collaborate, participate and con-
tribute (Mazumde, 2008). There are a plenty of advantages for adopting E-2.0 such as increasing 
productivity and innovativeness, efficient project management, efficient business process man-
agement, improved organizational reputation, enhancing internal communication and collabora-
tion. Thus, the emergence of E-2.0 provided further competitive opportunities to businesses to 
improve business communications with employees, customers, and suppliers. The applications of 
the E-2.0 are rich collaborative software platforms that integrate search and unified communica-
tions and social networks (Bonnin, 2009). The social connections capabilities allow users to share 
opinions, knowledge, experiences, and content trail such as opinions, ratings, discussions, post-
ings, and comments among others. The user-generated content (UGC), which is the participatory 
nature of the Web 2.0 has three basic requirements (Facer et al., 2010; Tuten, 2010): Firstly, con-
tents have to be published on Web 2.0 site (Beck, 2009); secondly, the content should portray 
creativity (Beck, 2009); and finally, the information should originate from external professional 
source (Brown, 2008). In the enterprise world, the UGC include blogs, contents developed by 
bloggers and multitude of Web 2.0 of the social media (Brown, 2008). 

However, despite the tremendous Web 2.0 business opportunities, organizations are challenged 
by how to control communities, manage information sharing and protect corporate information 
(Sankar et al., 2009; McAfee, 2009). Like any other technological innovations adopting Enter-
prise 2.0 (E-2.0) is hampered with many challenges (i.e., technological, organizational, environ-
mental, etc.) which could limit its use in organizations. Indeed, it was observed that many organi-
zations adopted Web 2.0 minimally (Bonnin, 2009) and this could be attributed to many reasons 
including security concerns laden in Web 2.0 and in this regard the stakes seemed to be quite high 
(Cannings  et al., 2007; Davis, 2009; Dwivedi, 2008; Laase, 2007). Security breaches could lead 
to legal complications as well (Dwivedi, 2008). For example, the anonymity of users could allow 
some deceitful individuals to not fulfill agreements or even commit cyber crimes and escape 
without trace (Deans, 2009; Fitz-Enz, 2009; Kelly et al., 2010). Similar to traditional web appli-
cation development and delivery Web 2.0 inherits the same challenges including project man-
agement challenges e.g., resource availability, budgets and requirements, technology limitations. 
Cost of adoption and maintenance and inadequate staff skills are some of the reported impedi-
ments (Shelly et al., 2010). A more imminent challenge here is the compatibility of Web 2.0 with 
the corporate culture including its employees, and existing technological infrastructure. Different 
organizations have different cultures and ways in running its business. For example, depending 
on the corporate age, older organizations are less flexible in changing and in using new technolo-
gies in comparison with newer ones. Some employees may feel insecure whenever a new tech-
nology surfaces that may affect their work negatively and prefer using i.e., e-mails for collabora-
tion and communication rather than switching to Web 2.0. Another challenge associated with 
Web 2.0 is the contents relevance to users (Wang, 2009). Further, Web 2.0 is still highly technical 
and thus, requires a very internet savvy individual to understand the concepts that are in abstract, 
sketches, jargon, and terminologies (Jordan-Meier, 2011). Providing Web 2.0 features over intra-
net could provide real time information to employees (Zubairi et al., 2011). Opt-in and opt-out 
“push” and “pull” services (i.e., RSS) over Web 2.0 could prove useful here. Above all, there are 
numerous experimentations with different Web 2.0 tools that could be used by individuals and 
organizations, which further bewilder the decision making process of upper management. Finally, 
Web 2.0 is not a magical solution to all corporate problems and indeed, it is not possible to re-
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place all corporate applications with Web 2.0, however, could make use of data generated by such 
applications. Therefore, integration is important amongst such applications before adopting Web 
2.0 (Sankar et al., 2009).  

With such mounting challenges, there is a need to govern such technology. In looking for guiding 
theoretical frameworks which could assist in Web 2.0 adoption and diffusion in enterprises, IT 
Governance (ITG) emerges as a strong opponent here. Governance has a number of meanings 
that are all related to control and authority (Corporate Governance of IT, n.d.; Raghupathi, 2009). 
ITG is used for focusing on information technology systems' performance and managing various 
risks. It refers to organization's ability to manage and control the implementation and arrange-
ment of IT strategy with different directions to achieve the corporation competitive advantage 
(Corporate Governance of IT, 2012; Raghupathi, 2009). Weill and Ross (2004) at CISR defined 
ITG as specifying a framework for decision rights and accountabilities for important IT decisions. 
It is about determining who has the decision right and who has the input right. ITG leads to real 
business benefits that enhance stakeholders’ values such as reputation enhancements, prod-
uct/market leadership, reduced costs and trust (Corporate Governance of IT, 2012; Raghupathi, 
2009). Moreover, it increases business efficiency, and provides various collaboration tools, meet-
ing space, services portal, and media sharing (Petrassi, 2008).  

Accordingly, specifying an ITG framework for Web 2.0 adoption is important and according to 
the above ITG definitions, should consider decision rights and accountability and implementation 
factors. This paper will focus in answering the following research questions: How can we govern 
Web 2.0 adoption in public sector organizations? That is, what are the available guiding ITG 
frameworks for Web 2.0 adoption? This entails an investigation into available ITG and Web 2.0-
adoption frameworks. 

ITG Frameworks 
There is a plethora of ITG frameworks that could assist enterprises in decision making and con-
trolling business process. These frameworks vary in their features, use, benefits, requirements and 
quality. For the purpose of this study we will only highlight the most popular ITG frameworks 
concentrating on the ones used in this research.  

Control Objectives for Information and Related Technology (COBIT) was actually released as an 
IT process and control framework, linking IT to business requirements (Brown et al., 2005; Chan, 
2004; Ramos, 2004; Violino, 2006). Information Technology Infrastructure Library (ITIL) is a 
library that presents a set of best practices for managing IT services while focusing on how 
should be the IT services and processes, or in other words; focuses on the delivery of services and 
support considering the technical aspects of monitoring the process (TSO, 2007; Taylor et al., 
2007). ITIL is organized around eight areas: service delivery, service support, application man-
agement, infrastructure management, security management, software asset management, planning 
to implement service management, and business perspective (Favelle, 2010; TSO, 2007). The 
International Organization for Standardization (ISO) is a combination of standards that specify 
quality management system’s standards of organizations. It is a set of guidelines, requirements, 
and other documents to manage and improve organizations’ efficiency. However, ISO 9000 does 
not provide guidelines for the management and control of Information system. The standards ISO 
17799 is considered as the “Good practice for Information Security”, it provides recommenda-
tions for information security management to who is responsible for introducing, implementing or 
maintaining Information Systems. Moreover, the standards ISO 27000 helps in establishing pro-
cedures to secure the management of Information Systems. In addition the standard ISO 14000 
addresses different aspects of environmental management. It assists organizations in identifying 
and controlling their environmental impact and improving their environmental performance (Cal-
der et al., 2006; Wiengarten et al., 2012). 
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COBIT is considered as the most appropriate control framework that help organizations in ensur-
ing the alignment between use of Information Technology (IT) and its business goals. It is con-
sidered as a set of tools that are being organized into a framework which can be used by execu-
tives to ensure that their IT is helping them in achieving their goals and objectives. In addition, it 
ensures that IT is working as effectively as possible to maximize the benefits of technology in-
vestment and to minimize IT-related risks. COBIT supports ITG through providing a framework 
that ensures the alignment between business and IT, enhances and maximize business benefits, 
manages IT risks appropriately (Ridley et al., 2004). Generally, COBIT improves IT efficiency 
and effectiveness; it helps IT in understanding business needs, and assists executives in under-
standing and managing IT investments throughout their life cycle. There are a plenty of benefits 
from adopting COBIT in business, it provides a common language for management, executives 
and IT professionals, it assists in showing how business and IT can work together for delivering a 
successful IT initiatives. Moreover, it reduces operational risks, and assists in developing a clear 
policy. COBIT introduces an ITG framework and supporting toolset which allows IT managers to 
bridge the gap between control requirements, technical issues and business risks (Bodnar, 2003; 
Hardy, 2006; Lainhart, 2000; Williams, 2006). 

COBIT assists in assigning a clear ownership and responsibilities based on process orientation 
which is important for ITG (Ridley et al., 2004). COBIT framework consists of three main parts 
which are control framework, management guidelines and implementation toolset. COBIT has 34 
objectives (Bodnar, 2003; Bodnar, 2006; Brown et al., 2005; Hadden, 2002; Hardy, 2006; 
Lainhart, 2000; Violino, 2005). All objectives have been categorized under the following four 
domains (Frank, 2011; Rafeq, 2010; Rudman, 2010):  

• Plan and organize (PO): which highlights the organizational and infrastructural form, it 
includes defining a strategic IT plan, information architecture, determining the technolog-
ical directions, managing IT investments, assessing risks, ensuring compliances with ex-
ternal requirements, managing human resources, projects and quality. 

• Acquire and implement (AI): which identifies IT requirements, acquisition and imple-
mentation of information technology within the company’s current business processes. It 
also addresses the maintenance plan. 

• Deliver and support (DS): which focuses on the delivery aspects of the information tech-
nology, including the support processes as well as security issues and training. 

• Monitor and evaluate (ME): which covers company’s strategy in assessing the needs of 
the company, whether objectives are met and whether the company complies with the 
regulatory requirements. 
 

COBIT's framework also identifies which of the seven information criteria (effectiveness, effi-
ciency, confidentiality, integrity, availability, compliance and reliability), as well as which IT re-
sources (people, applications, technology, facilities and data) are important for the IT processes to 
fully support the business objective (Bodnar, 2003).  

Proposed Web 2.0 Adoption Governance Framework 
In order to adopt Web 2.0, internal control should be implemented at different levels. COBIT 
framework is selected here as a control framework for Web 2.0 adoption process because of its 
generality and advantages, its usability to manage and control information security, and due to its 
suitability to a larger number of organizations. This research proposes a new hybrid adoption 
governance framework which consists of the most needed features extracted from leading Web 
2.0 adoption frameworks (Cherinka et al., 2010; Mazumde, 2008; Sugianto, 2005; Turban et al., 
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2011) which could serve enterprises’ needs and at the same time, governed by COBIT frame-
work. It is proposed here that the developed Web 2.0 adoption governance framework could as-
sist in governing Web 2.0 adoption in enterprises (Figure 1). All shown processes are aligned 
with the “CIOWeb” which is a wiki that includes all guiding policies. 

 
Figure 1: The proposed Hybrid Web 2.0 Adoption Governance Framework 

Research Methodology  
Single case study design was adopted including in-depth interviews with three interviewees work-
ing in a public organization in Abu Dhabi. Website analysis of the case was used as well. The 
chosen organization is the regulative body of the Healthcare Sector in Abu Dhabi that ensures 
excellence in Healthcare for the community by monitoring the health status of the population. It 
also defines the strategy for the health system, monitors and analyzes the health status of the pop-
ulation and the performance of the system. In addition, it shapes the regulatory framework for the 
health system, inspects against regulations, enforces standards, and encourages adoption of 
world-class best practices and performance targets by all healthcare service providers in the 
Emirate. Therefore the unit of analysis for this research paper is considered the chosen organiza-
tion. The case study was conducted over a period of four months in Emirates of Abu Dhabi. The 
involved organization in the study was selected based on the availability of senior IT knowledge 
workers and business decision makers in this organization and due to its large popularity in Abu 
Dhabi. In-depth interviews were conducted using a semi-structured approach (IT GOVERN-
ANCE Institute, 2011; Stephen, 2010; Yajiong et al., 2008). Three in-depth interviews were con-
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ducted. The first in-depth interview was conducted with the IT Manager, the second and third 
interviews were conducted with an Application Development Officer and a System Engineer re-
spectively. This research method was selected to obtain further insight into the extent to which 
businesses understand and utilize ITG frameworks and Web 2.0 adoption. In–depth interviews 
were also imperative to the creation of the project’s case study as it provided the required enter-
prise information.  

Findings 
The mission of the IT Department is to "Establish a flexible and secure solid IT infrastructure and 
improve end users satisfactions by providing high quality IT service". Moreover, their Vision 
Statement is to "Integrates a strong ITG framework and technology to ensure access to modern, 
reliable, and secure IT infrastructures to support organizational vision and mission". The IT man-
agement model is considered a centralized one as there is only one central IT Department in the 
organization that provides services to various functions, departments and business units. The IT 
department consists of different IT experts with different skills, qualifications, duties and back-
grounds. The case endeavored to identify the perceived benefits and advantages from adopting 
Web 2.0 plus identifying the expected risks, complexities, employees’ readiness and willingness 
to use this new technology. The IT Manager (Chief Information Officer (CIO)), the Application 
Development Officer and the System Engineer highlighted that different employees have differ-
ent roles and responsibilities. Knowing the key responsibilities of the different employees in the 
IT department will assist in building our view and it will help in knowing who has the decision 
rights at the different phases and how each employee contribute to decisions part of the ITG pro-
cess. The CIO has various key responsibilities and duties in the IT Department including Mana-
gerial Role, Organizational Role, and Functional Role. In general the IT Manager’s key responsi-
bilities include Project Management, Risk Management, Financial Planning, Information Man-
agement and Team Management. The Application Development Officer has general key respon-
sibilities including Applications Development, Data Collection and Analysis. While the System 
Engineer assists in updating and evaluating policies, regulations, software and hardware. 

Some of Web 2.0 is being applied recently at their organization; they are applying the Aggregated 
Services, Blogs, Wikis, and Multimedia Sharing. Of course all of their employees’ activities in 
these technologies are governed by organizational usage policies and Information Security Man-
agement System (ISMS) Framework. In the Blogs all employees are having privilege for creating 
new posts and commenting on different posts through a Blog environment. Through the provided 
aggregated services in the organizational portal, different business processes can be achieved eas-
ily through e-services in Business Process Management (BPM) Portal. There are a plenty of ser-
vices provided by this portal such as: Transportation requests, Employee Self Services which is 
connected with an oracle system, Travel and Hotel Booking, Employees Time Attendance, Hos-
pitality and Catering, etc. As there are many aggregated e-services provided by BPM Portal, each 
one of these services has its own flow, requirements, interfaces and access levels. Therefore they 
are providing the user manuals and directions for each one of these e-services to assist employees 
in using them easily, to save time and efforts of both employees and support services department. 

Moreover, the case has all its strategies, policies, procedures, regulations, guidelines, and direc-
tions aggregated in a wiki based environment they called it as Electronic Business Management 
System (EBMS). It is accessible and reachable by all employees in a simple environment which is 
governed by their usage policies and Information Security Management System (ISMS) Frame-
work. ISMS framework mission is to assess specific risks as applicable to services offered by the 
organization in terms of information security and take reasonable steps to protect information 
from misuse, loss, and from unauthorized access, modification or disclosure to ensure business 
continuity, minimize business damage and maximize return on investments. All these usage poli-
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cies and guidelines are compliance with Abu Dhabi System and Information Centre (ADSIC) 
strategies, regulations and standards. 

In addition, they are applying multimedia sharing such as video-sharing and image-sharing, all 
organizational events videos and images are being shared with all employees and some of these 
videos are being shared with different stakeholders. Multiple related media news is shared 
through using the multimedia sharing feature. Moreover, the organization is having different pag-
es in different social networks such as Facebook, YouTube and Twitter; they are applying “Fol-
low-us” links for all their social networks in their organizational website. Through these social 
networks different organizational activities, events and initiatives can be shared with stakeholders 
and it assists in communicating with others externally and internally. These technologies are be-
ing used effectively to govern marketing and promotional process.  

From the currently added Web 2.0 features the case got numerous measurable business benefits 
including more innovative initiatives and services, more effective knowledge management and 
sharing, better retrieve and access to knowledge, organizing knowledge, managing relationships, 
collaboration and communication management, and lower cost of doing business. The case is 
considered as one of the successful organizations in the public sector as it tightly integrates Web 
2.0 with the workflow of its employees and creates a “networked company,” linking such services 
to customers and suppliers through the use of Web 2.0 tools. 

The adopted Web 2.0 shows employees the flow of different business process. For example, the 
adopted wiki helps employees in knowing who has the decision right at different levels of their 
different process, it is also being used to define roles, responsibilities and knowing the whole fol-
lowed procedures and regulations. Therefore, all process are governed by their procedures, poli-
cies, regulations and ITG for Web 2.0.  

The case had a strategy and a plan for the coming three to five years to implement its own formal 
Web 2.0 adoption framework which is aligned to the ITG framework. Worthy of noting here is 
that the case is still developing its own IT policies, standards, guidelines, regulations, procedures 
and governance. Hence, Web 2.0 adoption framework does not exist as such but of course, have 
an agreed on process for adopting any new technology including Web 2.0. Currently they are 
adapting Abu Dhabi Systems & Information Centre’s (ADSIC) standards and guidelines which 
are based on ITIL and ISO. As a committee, ADSIC’s role is to develop, drive and support vari-
ous initiatives within the Government to transform government services in the Emirate. A key 
objective of this transformation is to establish a modern, efficient and citizen-centric e-
Government platform to match the best in the world. The case is assessed periodically by ADSIC 
and is ranked the second best governmental organizations in Abu Dhabi. 

The processes involved in adopting Web 2.0 can be summarized in the following steps: 

1. Identifying Business needs and requirements. 

2. Proposing different choices for the requirements, these choices are being proposed by all 
the IT department team, all the choices should be aligned with the organizational strate-
gies, regulations, procedures, policies and cultures. 

3. Analyzing each choice whether it fits the available financial and technological organiza-
tional resources. 

4. According to the analysis results, they make the initial choice for the technology. They 
build its own IT policies and regulations for its uses and the security procedures. 

5. All these built and implemented procedures, regulations, strategies and policies should be 
aligned and consistent with generic ADSIC’s guidelines and procedures. Their standards 
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are based on ISO 9001, ISO 14001, and they are using ITIL. These standards are amend-
able according to Abu Dhabi public sector needs.  

6. Before implementing the technology, ADSIC should assess the entire basic plan and the 
applied strategy whether it is aligned with their strategies and guideline or not. After 
ADSIC assessment and feedback for specific amendments, they should follow their direc-
tions and feedbacks until their final approval. The organization can start in the implemen-
tation phase, during the implementation phase ADSIC should assess it again and the or-
ganization is required to amend according to the assessment feedback. In addition, after 
implementation and before piloting the new technology ADSIC should assess it again and 
changes should be made according to their feedback. Once ADSIC give the final approv-
al, the organization can deploy the technology. Moreover, ADSIC is conducting a mid-
year and end of year assessment for the adopted Web 2.0;checking whether they are fol-
lowing their strategies, policies, governance or not. 

It was found that the organization is currently following COBIT framework for ITG and they are 
customizing it according to their business needs and according to ADSIC’s guidelines and feed-
back. The case chose COBIT because it represents an integrated platform of other major frame-
works, resources, and standards including ITIL and ISO. Furthermore, COBIT is an effective 
framework to comply with organizational laws, regulations, policies, and procedures, achieving 
strategic goals, achieving operational excellence, maintaining IT-related risk, optimizing IT ser-
vices cost, and supporting business decisions.  

Discussions and Recommendations 
It was clearly evident from the case that COBIT was followed and it was customized according to 
its needs (i.e., policies, regulations) and in accordance with ADSIC’s guidelines. This is an inter-
esting exercise at the case’s side which led to the adoption of COBIT as an effective ITG frame-
work. Moreover, this governmental organization adopted several Web 2.0 technologies for inter-
nal (employees) and external (customers and suppliers) purposes (Intranet (portal) and extranet 
(website)). The case has successfully put steps for Web 2.0 adoption and specified a usage policy 
for users. However, there was no obvious strategic framework for Web 2.0 adoption. For exam-
ple, the third interviewee commented "We are having a strategy and a plan to implement our own 
formal Web 2.0 adoption framework which aligns and complies with our ITG framework within 
the coming three to five years. However, we are starting initially to have our own IT policies, 
standards, guidelines, regulations, procedures and governance put in place but still we didn’t im-
plement the formal Web 2.0 adoption framework. We are having an agreed on process for adopt-
ing any new technology including Web 2.0". The case highlighted that this strategic step for Web 
2.0 governance will be implemented within three to five years which of course, will be aligned 
with ADSIC’s guidelines and COBIT. This is contingent upon the availability of resources and 
expertise in Web 2.0.  

After analyzing the case’s findings, there was a need to slightly modify the proposed framework 
to be customized in a way making the whole Web 2.0 adoption framework aligned and compati-
ble with the overall organizational ITG framework.  

The case study used a wiki environment called Electronic Business Management System (EBMS) 
that includes all its strategies, policies, procedures, regulations, guidelines, and directions. For 
example, the first interviewee commented about EBMS as "..we are having it accessible and 
reachable by all employees in a simple environment which is governed by their usage policies 
and Information Security Management System (ISMS) Framework. All these usage policies and 
guidelines comply with ADSIC’s strategies, regulations and standards". Accordingly, CIOweb 
should be replaced with EBMS. 
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This research has implications for both theory and practice. Web 2.0 has matured and is evidently 
becoming an essential business tool in the world and in UAE more specifically as Web 2.0 is be-
ing identified as a strategic building block. Policy makers could capitalize on this issue and pro-
vide policy that entice Web 2.0 adoption and integration in the public sector and provide specific 
frameworks (this research’s model) and guidelines for Web 2.0 adoption where governance 
emergences as a comprehensive framework. Further, the decision to adopt Web 2.0 is considered 
an important IT decision which entails putting significant investments and expertise. Specifying 
an appropriate governance framework for Web 2.0 adoption process in organizations is important 
and should address its unique characteristics and integrate with the overall ITG portfolio i.e., pol-
icies, procedures, guidelines and the overall organizational ITG framework including accountabil-
ity and considering specific implementation factors. As highlighted in this research Web 2.0 pro-
vide further opportunities for professional to provide training and more innovative Web 2.0 solu-
tions to organizations. 

At the theoretical level, this research adopted ITG as guiding theories and endeavored to develop 
Web 2.0 governance framework. The developed model proved its usefulness and it was slightly 
modified to cater for the case’s specific needs. Future research could introduce more cases to fur-
ther validate the importance of the proposed framework. 

References 
Beck, T. (2009). Web 2.0: User-generated content in online communities: A theoretical and empirical in-

vestigation of its determinants. Santa Cruz, CA: GRIN Verlag. 

Bodnar, G. (2003). IT governance. Internal Auditing, 18(3), 27. 

Bodnar, G. (2006). What’s new in COBIT 4.0. Internal Auditing, 21(4), 37- 44. 

Bonnin, J. (2009). Mobile wireless middleware: Operating systems and applications. Proceedings of the 
Second International Conference, Mobilware 2009, Berlin, Germany, April 28-29, 2009. New York, 
Springer. 

Brown, W., & Nasuti, F. (2005). What ERP systems can tell us about Sarbanes-Oxley. Information Man-
agement & Computer Security, 13(4), 311- 327. 

Brown, G. (2008). Social media 100 success secrets: Social media, Web 2. 0 User-generated content and 
virtual communities - 100 most asked mass collaboration questions. Available at Lulu.com. 

Calder, A., & Bon, J. (2006). Information security based on ISO 27001/ISO 17799: A management guide. 
Van Haren Publishing. 

Cannings, R., Dwivedi, H., & Lackey, Z. (2007). Hacking exposed Web 2.0: Web 2.0 security secrets and 
solutions. New York City: McGraw Hill Professional. 

Chan, S. (2004). Sarbanes-Oxley: The IT dimension. The Internal Auditor, 61(1), 31-33. 

Cherinka, R., Miller, R., Prezzama, J., & Smith, C. (2010). Reshaping the enterprise with Web 2.0 capabili-
ties: Challenges with mainstream adoption across the Department of Defense. Computing, Communi-
cations and Control Technologies (CCCT). Retrieved from 
https://www.mitre.org/sites/default/files/pdf/09_4206.pdf  

Corporate governance of information technology. (n.d.). In Wikipedia. Retrieved 22nd Feb. 2012 from 
http://en.wikipedia.org/wiki/Corporate_governance_of_information technology 

Davis, C. (2009). Web 2.0 definition, usage, and self-efficacy: A study of graduate library school students 
and academic librarians at colleges and universities with ALA accredited degree programs. (Doctoral 
dissertation, University of Alabama). Available at 
http://acumen.lib.ua.edu/content/u0015/0000001/0000040/u0015_0000001_0000040.pdf   

https://www.mitre.org/sites/default/files/pdf/09_4206.pdf
http://en.wikipedia.org/wiki/Corporate_governance_of_information%20technology
http://acumen.lib.ua.edu/content/u0015/0000001/0000040/u0015_0000001_0000040.pdf


New Hybrid Web 2.0 Adoption Framework 

242 

Deans, P. C. (2009). Social software and Web 2.0 technology trends: Blogs, podcasts and wikis. IGI Global 
Snippet. 

Dwivedi, H. (2008). Hacking VoIP: Protocols, attacks, and countermeasures. San Francisco, CA: No 
Starch Press. 

Facer, B. R., & Abdous, M. (2010). Academic podcasting and mobile assisted language learning: Applica-
tions and outcomes. Hershey, PA: IGI Global. 

Favelle, D. (2010). ITIL V3–Where’s the value. Retrieved December 20, 2010 from 
http://www.lucidit.com/files/ITIL_V3_20090501_160247.pdf  

Fitz-Enz, J. (2009). The ROI of human capital: Measuring the economic value of employee performance. 
New York, NY: AMACOM Div American Mgmt Assn. 

Frank, S. (2011). IT Organization Assessment –Using COBIT and BSC. COBIT FOCUS, 1(January). 
Available at http://www.isaca.org/Knowledge-Center/cobit/cobit-focus/Pages/COBIT-Focus-Volume-
1-January2011.aspx#1  

Hadden, L. B. (2002). An investigation of the audit committee and its role in monitoring information tech-
nology risks. (Doctoral Dissertation, Nova Southeastern University, AAT 3074875). 

Hardy, G. (2006). Using IT GOVERNANCE and COBIT to deliver value with IT and respond to legal, 
regulatory and compliance challenges. Information Security Technical Report, 11(1), 55-61. 

IT GOVERNANCE Institute. (2011). Global status report on the governance of enterprise IT (GEIT). 
Available from http://www.isaca.org/knowledge-center/research/researchdeliverables/pages/global-
status-report-on-the-governance-of-enterprise-it-geit-2011.aspx  

Jordan-Meier, J. (2011). The four stages of highly effective crisis management: How to manage the media 
in the digital age. CRC Press. 

Kelly, M., & McGowen, J. (2010). BUSN. Mason, OH: Cengage Learning. 

Laase, C. (2007). Web 2.0 in a Bigger Context – Social and Macro-economical Implications. GRIN Verlag. 

Lainhart, IV. J. W. (2000). COBIT: A methodology for managing and controlling information and infor-
mation technology risks and vulnerabilities. Journal of Information Systems, 14(1), 21- 25. 

Lellinger, T. (2010). How important is Web 2.0 for the tourism sector and how can the industry apply to 
this trend? Santa Cruz, CA: GRIN Verlag. 

London, J. (2007). The people of the abyss. Teddington TW: Echo Library. 

Mazumde S. (2008). A Web 2.0 adoption model for enterprises. Infosys. Available at 
http://www.infosys.com/IT-services/application-services/white-papers/Documents/web-2-adoption-
model.pdf  

McAfee, A. (2009). Enterprise 2.0: New collaborative tools for your organization's toughest challenges. 
Boston: Mcgraw-Hill Professional. 

Petrassi, J. (2008). Web 2.0 – Potential impact on business. CSC Papers. Available at 
http://s3.amazonaws.com/zanran_storage/www.csc.com/ContentPages/12769535.pdf  

Rafeq, A., (2010). (Case Study) Using COBIT best practices for developing BCP for an outsourcing com-
pany.  COBIT FOCUS, 2(April). Available at https://www.isaca.org/Knowledge-
Center/cobit/Documents/COBIT-Focus-Vol2-2010.pdf#page=1  

Raghupathi, W. (2009). Corporate governance of IT. Communications of the ACM, 50(8), 94-99. 

Ramos, M. (2004). How to comply with Sarbanes-Oxley Section 404. Hoboken, NJ: John Wiley & Sons. 

Randazza, J. (2009). Go Tweet yourself: 365 Reasons Why Twitter, Facebook, MySpace, and other social 
networking sites suck. Adams Media. 

http://www.lucidit.com/files/ITIL_V3_20090501_160247.pdf
http://www.isaca.org/Knowledge-Center/cobit/cobit-focus/Pages/COBIT-Focus-Volume-1-January2011.aspx#1
http://www.isaca.org/Knowledge-Center/cobit/cobit-focus/Pages/COBIT-Focus-Volume-1-January2011.aspx#1
http://www.isaca.org/knowledge-center/research/researchdeliverables/pages/global-status-report-on-the-governance-of-enterprise-it-geit-2011.aspx
http://www.isaca.org/knowledge-center/research/researchdeliverables/pages/global-status-report-on-the-governance-of-enterprise-it-geit-2011.aspx
http://www.infosys.com/IT-services/application-services/white-papers/Documents/web-2-adoption-model.pdf
http://www.infosys.com/IT-services/application-services/white-papers/Documents/web-2-adoption-model.pdf
http://s3.amazonaws.com/zanran_storage/www.csc.com/ContentPages/12769535.pdf
https://www.isaca.org/Knowledge-Center/cobit/Documents/COBIT-Focus-Vol2-2010.pdf#page=1
https://www.isaca.org/Knowledge-Center/cobit/Documents/COBIT-Focus-Vol2-2010.pdf#page=1


 Ramadan & Al Qirim 

 243 

Ridley, G., Young, J., & Carroll, P. (2004). COBIT and its Utilization: A Framework from the literature. 
Proceedings of the 37th Hawaii International Conference on System Sciences, Big Island, Hawaii. 

Rudman, R. J. (2010). Framework to identify and manage risks in Web2.0 applications. African Journal of 
Business Management, 4(13), 3251-3264. 

Sankar, K., & Bouchard, S. A. (2009). Enterprise Web 2.0 fundamentals. Cisco Press. 

Shelly, G. B., & Vermaat, M. E. (2010). Discovering computers fundamentals: Living in a digital world - 
2011 edition. Mason, OH: Cengage Learning. 

Shuen, A. (2008). Web 2.0: A Strategy Guide. Sebastopol, CA: O'Reilly Media. 

Stephen, J. A. (2010). Business impact of Web 2.0 technologies. Communications of the ACM, 53(12), 67-
79. 

Sugianto, L. F., Rahim, M., & Alahakoon, D. (2005). B2E portal adoption: A conceptual model. Proceed-
ings of the International Conference on Information and Automation, Colombo, Sri Lanka. 

Taylor, S., Iqbal, M., & Nieves, M. (2007). ITIL:Service strategy. Norwith, UK: TSO publications. 

TSO (The Stationery Office). (2007). Official introduction to the ITIL service lifecycle. Office of Govern-
ment Commerce. Available at www.tsoshop.co.uk  

Turban, E., Liang, P. T., & Wu, S. P. J. (2011). A framework for adopting collaboration 2.0 tools for virtual 
group decision making. Group Decision and Negotiation, 20(2), 137-154. 

Tuten, T. L. (2010). Enterprise 2.0: How technology, ecommerce, and Web 2.0 are transforming business 
virtually. Santa Barbara, CA: ABC-CLIO. 

Violino, B. (2005). IT frameworks demystified. Network World, 22(7), 18-19. 

Violino, B. (2006). Sorting the standards. Computerworld, 40(16), 46-47. 

Wang, J. (2009). Computer network security: Theory and practice. New York, NY: Springer. 

Weill, P. (2004). Don’t just lead, govern: How top-performing firms govern IT. MISQ Executive, 3(1).  

Weill, P., & Ross, J. W. (2004). IT GOVERNANCE: How top performers manage IT decisions rights for 
superior results. Cambridge: Harvard Business School Press. 

Wiengarten, F., Pagell, M., & Fynes, B. (2012). ISO 14000 certification and investments in environmental 
supply chain management practices: Identifying differences in motivation and adoption levels between 
Western European and North American companies. Journal of Cleaner Production, 56, 18-28. 

Williams, P. (2006). A helping hand with IT GOVERNANCE., Computer Weekly, Sep.19, 26 - 27. 

Yajiong, X., Huigang, L., & William, R. B. (2008). Information technology governance in information 
technology investment decision processes: The impact of investment characteristics, external environ-
ment, and internal context. MIS Quarterly, 32(1), 67-96.  

Zubairi, J. A., & Mahboob, A. (2011). Cyber security standards, practices and industrial applications: 
Systems and methodologies. Calgary, AB: Idea Group Inc (IGI). 

http://www.tsoshop.co.uk/


New Hybrid Web 2.0 Adoption Framework 

244 

Biographies 
Noha Ramadan is perusing her PhD. Degree at The Faculty of Infor-
mation Technology, United Arab Emirates University, UAE. She re-
ceived the Master’s degree in Information Technology from United 
Arab Emirates University, UAE in 2013. She obtained her Bachelor 
(B.Sc.) in Computer Sciences and Information System Technology 
from Abu Dhabi University in 2008. She published several papers in 
international conferences and Journals. Her research interests are in the 
fields of Web 2.0, Social networks, Web 2.0 Security, E-Commerce 
and E-Government. 
 

 

 

Dr. Al-Qirim is Associate Professor in the College of Information 
Technology in the United Arab Emirates University (UAEU) (since 
Sept.2004). His qualifications include PhD, PostGradDipl (IS), MBA, 
and B. Electrical Engineering. He authored/published one research 
book and three edited books in the area of Information systems and 
Management. He published more than 100 research papers in refereed 
and highly-impact international outlets (i.e., PACIS, AMCIS, ECIS, 
IFIP, BLED, EM, Computer&Eduaction, ECRA, Medical Informatics, 
Telemedicine and eHealth). He lead/participated in several panels, 
workshops, conferences and journal’s special-issues. His research in-
terests in Information systems and Management is mostly related to 
studying the adoption and diffusion of different technologies in differ-

ent contexts. Technologies  such as Cloud Computing, Web Services, Health Information Sys-
tems and Telemedicine, E-Commerce, E-Government, Mobile Commerce, Outsourcing, Supply 
Chain Management, education/learning technologies, and web 2.0. The contexts included large 
and small businesses; developed, developing and under-developed economies and even NGOs. 
He is also a member in leading academic and professional associations (IEEE senior member, 
ACM, AIS) and in the editorial advisory board of several journals (JIKM, IJCEC, JECO, BPMJ, 
IJNOV, IDI, IJCA). Dr Al-Qirim has 13 years of experience in academia (UAEU, Auckland Uni-
versity of Technology) and 10 year in IT industry as an IT consultant. More details could be 
found in Website: http://nalqirim.wix.com/nabeel-al-qirim 

 

 


	New Hybrid Web 2.0 Adoption Framework  for Enterprises
	Noha Ramadan and Nabeel Al Qirim  College of Information Technology, UAE University, Al-Ain, UAE
	noha-ramadan@uaeu.ac.ae   nalqirim@uaeu.ac.ae


	Abstract
	Introduction
	ITG Frameworks
	Proposed Web 2.0 Adoption Governance Framework
	Research Methodology
	Discussions and Recommendations
	References
	Biographies

